DSL-G804V Firmware Release Note  
===========================================================

Firmware: 1.00.08.ds1

Hardware: A1,B1

Date: Mar. 20, 2007

Problems Resolved:

1. Use the new drive of Ralink wireless ( 1.0.9.0) to fix can not get IP from G804V on FS LOOX420 and LOOX720 laptops, OS: Windows Mobile 2003 /2003SE.
===========================================================

Firmware: 1.00.08.dm1

Hardware: A1,B1

Date: Mar. 20, 2007

Problems Resolved:

1.Inbound Throttling rule :the second rule is not correct values
===========================================================

Firmware: 1.00.07.dm1

Hardware: A1,B1

Date: Mar. 19, 2007

Enhancements:
1  IPSec: Support new ID type of Remote ID: IPv4.

2  IPSec: Support new ID type of Local ID: IPv4.

3  IPSec: Support new keep alive method called DPD. (Both sites must support DPD.)

===========================================================

Firmware: 1.00.06

Hardware: A1,B1

Date: Dec. 20, 2006

Rename firmware version name to 1.00.06 for production. It is based on version 1.00.06.rc1.
===========================================================

Firmware: 1.00.06.rc1

Hardware: A1,B1

Date: Dec. 01, 2006

Enhancements:
1. Upgrade Ralink AP firmware to 1.0.8.0 from 1.0.6.0.
===========================================================

Firmware: 1.00.05.dg3

Hardware: A1,B1

Date: Nov. 29, 2006

Problems Resolved:

1. Fixed PPTP will be disconnected when enable option “Active as default route”.
Enhancements:
1. Added checksum for production checking.
===========================================================

Firmware: 1.00.05.ds2

Hardware: A1,B1

Date: Nov. 16, 2006

Problems Resolved:

1. Fixed that WiFi registration impacts to the video stream with WPA mode. This issue only happens on hardware B1 version.
===========================================================

Firmware: 1.00.05.dm2

Hardware: A1,B1

Date: Nov. 1, 2006

Problems Resolved:

1. Fixed PPPoE issue with Cisco PPPoE server.

2. Fixed Static Route issue.
Enhancements:
1. Add error message when setup the WAN as PPPoE / PPPoA without a username and password and IPoA and MPoA without an IP
2. Cannot set invalid mask (as low as 120.0.0.0) on LAN port.

3. Add the “To edit WAN Settings please using the profile at the WAN Services Table. ( at bottom of this page)” on WAN page.

4. Used standard WEP key format without “-“.
5. Add error message for Basic WAN settings can not be modified

6. Add the “To save settings please go to Tools > System, click Save.” on all of the home and Advanced pages

Firmware: 1.00.05

Hardware: A1,B1

Date: Aug. 06, 2006

Rename firmware version name to 1.00.05 for production. It is based on version 1.00.05.ds1.
Firmware: 1.00.05.ds1

Hardware: A1, B1
Date: Jul. 18, 2006

Problems Resolved:

1. Fixed wireless connection dropping issue by upgrading Ralink AP firmware from 1.0.4.0 to 1.0.6.0.
2. Fixed wireless traffic cannot pass through IPSec tunnels.
3. Fixed Macintosh wireless client connection issue in WPA2 mode.

Enhancements:
Firmware: 1.00.04.dm9

Hardware: A1, B1
Date: Jun. 2, 2006

Problems Resolved:

1. Fixed idle time issue on PPPoE /PPPoA, when select "always on ", it will check the idle time.
2. Fixed the ESP packets can not pass through via IPSec Tunnel. (IPSec in IPSec)

Enhancements:
Firmware: 1.00.04.dm7

Hardware: A1, B1
Date: Apr. 27, 2006

Problems Resolved:

1. Fixed the RIP issue with Cisco Router

Enhancements:
===========================================================

Firmware: 1.00.04.dm6

Hardware: A1, B1
Date: Apr. 17, 2006

Problems Resolved:

1. Fixed L2TP can not work when using LAN to LAN application.
2. Fixed L2TP will make system reboot when option “Enable” checked and then click “Apply”.
Enhancements:

===========================================================

Firmware: 1.00.04.dm5

Hardware: A1, B1
Date: Mar. 27, 2006

Problems Resolved:

3. WPA-PSK does not work for pass keys over 8 characters in length when using the Wizard.
4. Remove all WDS description due to this version is not support WDS.
Enhancements:

===========================================================

Firmware: 1.00.04.dm4

Hardware: A1, B1
Date: Mar. 01, 2006

Problems Resolved:

5. Fixed IPSec compatible issue with D-Link VPN Client Software.
Enhancements:

===========================================================

Firmware: 1.00.04.dm3

Hardware: A1, B1
Date: Feb. 24, 2006

Problems Resolved:

1. Fixed wireless security page display issue.

2. Fixed D-Link URL address error.

3. Fixed “Edit” button link error of VLAN Bridge setting.

Enhancements:
===========================================================

Firmware: 1.00.04.dm2

Hardware: A1, B1
Date: Feb. 22, 2006

Problems Resolved:

1. Fixed SSID and Channel ID setting error.

2. Fixed D-Link WEB GUI customization problem.
Enhancements:

===========================================================

Firmware: 1.00.04.dm1

Hardware: A1, B1
Date: Feb. 10, 2006

Problems Resolved:

1. Fixed bug when choosing VPN dialin, the option Active as default route can’t be used in the PPTP/L2TP webpage.

2. Fixed bug where the bugger for event log entries (REGISTER) was too short.

3. Fixed bug to remove Reserved Mapping rule with multiple NAT setting.

4. Fixed DNS memory leak issue.

5. Fixed SNMP community factory default settings error.

6. Fixed system crash issue when PPPoE/PPPoA/PPTP/L2TP connection is broken unmorally during data transmission

7. Fixed some brands of wireless client cannot get an IP address when using WPA-PSK and DHCP server is enabled.

8. Fixed PPP encapsulation losing memory when “connect on demand” mode is selected.

9. Fixed system crashes when WAN and LAN IP overlapped caused by WAN change to RFC1483 bridge mode.

10. Fixed DHCP Relay over IPSec tunnelling.

11. Fixed system lock from DNS relay query through TCP port 53.

12. Fixed IPSec packet can not pass MTU size.

13. Fixed bug of VLAN setting.
Enhancements:

3. Minimum length of 8 characters for a WPA Pre-Shared Key is now enforced when key is entered via web interface.

4. The configuration can be saved when Remote Access set to always on (0 seconds).
5. Added protection that prevents Passphrase being used when WEP encryption mode is ASCII.
6. Make NAT outgoing mapping IP as fixed as WAN IP when set global IP pool in Virtual Server. It’s random to map different IP in IP pool in old version.
7. Modified Ralink’s WPA key length from 32 to 64.
8. Modified memory size to solve restoring issue when configuration file is too big.
===========================================================

Firmware: 1.00.03.rc2

Hardware: A1

Date: Jan. 24, 2006
Problems Resolved:

Enhancements:

9. Update DSP code to E67.2.12. Annex A+M supported. The hardware version A1 doesn’t support Annex M.
===========================================================

Firmware: 1.00.03.rc1

Hardware: A1

Date: Dec. 08, 2005

Problems Resolved:

1. Fixed PC cannot get IP address when using WPA-PSK with some brands of wireless client card.
2. Change WEP Key display number from (0~3) to (1~4)
3. Fixed bug show the correct name of field on the IPSec setting page.
4. Forced ADSL connection mode to ADSL2+ and it’s auto fallback to ADSL.

Enhancements:

10. Firmware can support Annex M, but depends on hardware support. The hardware version A1 doesn’t support Annex M.
===========================================================

Firmware: 1.00.02.dm1
Hardware: A1

Date: Sep. 30, 2005
Problems Resolved:

5. Fixed system crash when WAN IP subnet is overlay to LAN IP subnet.
6. Fixed multicast packet doesn't forward to wireless interface. IGMP snooping must be enabled for IGMP forward.
7. Fixed bug were virtual Server and URL Filter were accepting incorrect IP address when firewall was enabled.
8. Fixed the Virtual Server rule being deleted when changing protocol.
9. Fixed MSN ALG and SIP ALG to prevent confusion with UPnP.
10. Fixed the bug "IPSec : when you choose "AH", the "Encryption" should be disabled."
11. Fixed the bug "IPSec : when you choose "AH", the default authentication type  should be "None", not "MD5"
12. Fixed the bug "IPSec : AH/Authentication..=> When you "apply" the settings, the VPN/IPSec List is always "SHA1". It can't show "MD5" or “None"
13. Fixed to display the One-to-one NAT Table.
14. Fixed MAIL LED display error.
15. Fixed ITO problem with Cisco (Peer ID Payload in Phase 2: protocol/port = 17/0)
16. Fixed router hanging issue when performing VoIP quality test with TestYourVoIP.com website or similar websites.
17. Fixed a configuration error when configuration One-to-one NAT to DMZ zone type.
18. Fixed various web interface bugs to allow several Candidates selection lists to work with Firefox.
19. Fixed exception IP bug in the URL Filtering.
Enhancements:

11. WPA2 supported.
12. Support VLAN and multiple PVC WEB configurations.
13. Integrate customization for both EU and AU.

14. Updated ADSL DMT code to E.38.3.12 for improving ADSL2/2+ interoperability with Annex A modem
15. Wireless driver can auto-detect INPROCOM and Ralink module.
16. Add 3 DDNS server “dyndns.adept.co.za”, “www.dtdns.com” and “vdyn.b2e.co.za”, and removed www.orgdns.org.
=============================================================







