
1. Create the pre-shared key first. 

 

2. IPSec tunnel setting (general page): this is for remote clients to dial in 

 

3. select the pre-shared key you created. 

 



4. Enable the option shown below. 

 
5. Choose the IKE and PFS at your will. 

 

6. Disable this option shown below. This isn’t necessary for remote dial in clients. 

 



7. Combine the ipsec and lan interface 

 

8. create the necessary rule. 

 

 

 

 

 

 

 

 



1. Create a new profile. 

 

2.  

 

 

 

 

 

 

 

 

 

 

 

 

 



3.  

 

4.  

 

 

 



5.  

 

6.  

 

 

 



7.  

 

8. Create IKE (phase 1) and IPSec (phase 2) policy. They need to match what you set 

in the firewall. 
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11. 

 

12. 

 

 

 

 

 

 

 

 

 

 

 



13. Again, these settings have to match what you set in the firewall. 

 

14. 

 

 

 

 

 

 

 

 

 



15. Firewall local-net 

 

 

 

 

 


